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Abstract 

The scientist Garner introduced three laws and a method to convert 

modular arithmetic representation of any decimal code to its 

corresponding conventional representation of decimal code by using 

three different modules; he does not talk about the possibility of using 

this method to four different modules or more. 

Without extending Garner’s laws more than three laws, it is impossible to 

this method to be applicable to more than three different modules. In this 

paper we extend Garner’s laws and an application is presented using four 

different modules to prove and support the correctness of our 

extension.       

Keywords: Modular arithmetic, Garner’s laws, four different 

modular representation, division residues. 

 Introduction 

H. L. Garner [1][2] , introduced a usable method for 

converting any decimal code from  modular arithmetic 

representation to its corresponding conventional representation 
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of decimal, therefore we must present something about 

modular arithmetic operations. 

A modular arithmetic operation is a method for doing 

arithmetic operations besides the conventional method used 

(i.e. the decimal representation of numbers). This method is 

based on some principles of modular representation of 

numbers [1] [2][3]. 

 r, … , m2, m1The idea is to have several  modules such as m

that have no common  factors among them, and to work 

, r, …, u mod m2, u mod m1indirectly with residues of  u mod m

instead of directly working with  decimal number u [4][5]. We 

can find the representation of u in modular form by means of 

division, as follows: 

, 2, u1, where u 3= u mod m 3u2 , = u mod m 2u1 , = u mod m 1u

, are called residues, hence the modular representation of u 3u

will be:  

     ) [1][2][3].3  mod  m  3u2 ,  mod  m  2u1 ,  m mod 1  u = ( u 

The method suggested by Garner is carried out by using 

 for  1 ≤  i  ≤  j ≤  r, where j  i constants C 

) = 1                      j, m i  ) , and  g.c.d ( mj  ≡  1  (modulo mi    m i  j  * C 

……………………… (1) 

  (Note: g.c.d stands for greatest common divisor) [3]. 
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been determined and satisfying  have  j i COnce the constants 

(1), we can get: 

,                                                                       1mod m 1=  u 1v

……………………….. (2) 

,                                                2 mod m 1 2) * C 1 v – 2=  ( u 2 v

… ……………………. (3) 

,                                               3mod m 2 3) * C 1 v – 3( ( u  =  3v

………………………. (4) 

                                                 1+  v 1 m2 * m1  +  v2 * m * 3u  =  v 

…………………….. (5) 

Garner applied these laws for three different module, since he 

uses u1, u2, u3, and m1, m2, m3. 

1. Applying practical work on three different modules of 

Garner’s laws: 

 Suppose we have  (1 mod 2, 1 mod 3, 4 mod 5) as a modular  

representation, where: 

u1 = 1,  m1 = 2,  u2 = 1,  m2 = 3,  u3 = 4,  m3 = 5  

By using these laws the decimal equivalence of the modular 

representation ( 1 mod 2, 1 mod 3, 4 mod 5 ) will be the 

decimal 19 , and as follows: 

according to Garner’s law(1) : 2 3, C 1 3, C 1 2First we find C  

2≡ 1 mod m 1× m1 2 C  

= 2 1 2 C  × 2   ≡ 1 mod 3                 1 2C  
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3≡ 1 mod m 1× m1 3 C  

= 3 1 3 C  × 2   ≡ 1 mod 5                 1 3C  

3≡ 1 mod m 2× m2 3 C  

= 2 2 3 C  × 3   ≡ 1 mod 5                 2 3C  

according to Garner’s laws (2,  and3, , v2, v1Secondly, we find v

3, 4), and as follows: 

1m mod 1= u 1v 

= 1 1v = 1 mod 2                                                                  1v 

2mod m 1 2 ) × C  1v – 2= ( u 2v 

1 ) × 2 mod 3 –= ( 1  2v 

= 0 2v = 0  mod 3 = 0                                                               

3mod m 2 3 ) C  2v – 1 3) × C  1v – 3= (( u 3 v 

     = (( 4 -1 ) × 3 – 0 ) × 2 mod 5 

= 3 3v = 18  mod 5                                                                    

Finally, by using Garner’s law(5), we find the decimal number 

u as follows: 

1+ v 1× m 2+ v 1× m 2× m 3u = v 

  = 3 × 3 × 2 + 0 × 2 + 1  

u = 19 . 

i.e.  u = 19 = ( 1 mod 2, 1 mod 3, 4 mod 5 ). 

Now, the question is:  what about four different modules ? 

can these laws be applied for four different modules ? 
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The answer to these questions is certainly no. We cannot 

applied these laws , since it deals with only three different 

modules. 

From this point, we started  to develop a method to expand and 

deals with higher modular arithmetic representation. 

2. Applying four different modules ( researcher theory part 

and practical work ): 

2.1  Theoritical part: 

To deal with four different  modular representation, we must 

extend Garner’s laws. We extend Garner’s laws as follows:       

follows and as  as)  j  ≡ 1 (modulo mi  m i  j C First, we extend  

illustrated in bold types: 

               3 ≡ 1 mod m 1× m1 3 C   2.           2 ≡ 1 mod m 1× m1 2 C  1.

3≡ 1 mod m 2× m2 3 C  3.  

            4≡  1 mod m  2× m2 4 5.  C         4≡ 1 mod m  1× m1 4 4.  C 

4≡ 1 mod m  3× m3 4 6.  C  

Secondly, we extend the following also as illustrated in bold 

type  : 

, 1mod  m 1=  u 1v 

,2 mod  m 1 2 ) × C 1 v – 2=  ( u 2 v 

3mod  m 2 3 ) × C 1 v – 3=  ( ( u 3v 
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            4 mod  m 3 4 ) × C  3v – 2 4 ) × C 2 v – 1 4) × C  1v – 4= ( ( ( u 4v

………………. (6) 

Finally, we extend, 

1+ v 1m2 + v 1m 2m 3u = v 

as the following:                                                          

                 1+ v 1m2 × + v 1× m 2× m 3+ v 1× m 2× m 3× m 4u =  v

…………………….. (7)   

2.2  Practical part: 

to show, and prove the correctness of the extended laws, which 

we are mentioned above, we take the following four different 

modules to represent the decimal number 19, as an example: 

 ( 1  mod  2,  1  mod  3,  4  mod  5,  5  mod  7  )  

Where,  

u1 = 1,   m1 = 2,      u2 = 1,   m2 = 3,    u3 = 4,   m3 = 5,    u4 = 

5,   m4 = 7. 

We use the extended laws from 1 to 7, and as follows:           

  34C24,   C   ,14C2 3,    ,   C 1 3,   C 1 2First we find   C  

2≡ 1 mod m 1× m1 2 C  

= 2 1 2 C  × 2   ≡ 1 mod 3                 1 2C  

3≡ 1 mod m 1× m1 3 C  

= 3 1 3 C  × 2   ≡ 1 mod 5                 1 3C  

3≡ 1 mod m 2× m2 3 C  

= 2 2 3 C  × 3   ≡ 1 mod 5                 2 3C  
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4≡  1 mod m  1×  m1 4  C  

=  4                            14C  1 mod 7              ≡  ×  2     14  C   

4≡  1 mod m  2×  m2 4  C  

524  =  C  7               1  mod ≡  ×  3       24C  

4≡  1 mod m  3×  m3 4  C  

                          =  3  34C   1  mod  7               ≡ ×  5        34C  

:4 v  and3, , v2, v1Secondly, we find v 

1mod m 1= u 1v 

= 1 1v = 1 mod 2                                                                  1v 

2mod m 1 2 ) × C  1v – 2= ( u 2v 

1 ) × 2 mod 3 –= ( 1  2v 

= 0 2v                                              = 0  mod 3 = 0                  

3mod m 2 3 ) C  2v – 1 3) × C  1v – 3= (( u 3 v 

     = (( 4 -1 ) × 3 – 0 ) × 2 mod 5 

= 3 3v = 18  mod 5                                                                    

            4 mod  m 3 4 ) × C  3v – 2 4 ) × C 2 v – 1 4) × C  1v – 4= ( ( ( u 4v

………………. (6) 

    = ( ( ( 5 – 1 )  ×  4  - 0  )  ×  5  -  3  )  ×  3  mod  7 

  = ( ( 4 ×  4  -  0  )  ×  5  -  3  )  ×  3  mod 7 

  = (  16  ×  5  -  3  )  ×  3  mod 7 

  = 77  ×  3  mod 7 

=  0  4v                                     =   231  mod  7    
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  Finally,  we find the corresponding decimal number u as 

follows: 

                 1+ v 1m2 × + v 1× m 2× m 3+ v 1× m 2× m 3× m 4u =  v

…………………….. (7)   

u = 0  × 5  ×  3  ×  2  +  3  ×  3  ×  2  +  0  ×  2  +  1 

u =  0  +  18  +  0  +  1 

u = 19  , which is the same decimal number previously we 

used for the three different modular representation of the 

decimal number 19: 

19 = (1 mod 2, 1 mod 3, 4 mod 5). 

3. Summary of the results. 

a. we applied our work on a single code to show the strength 

of the method, however, in the same way we can applied this 

method on a stream of text codes, ( i.e. encryption of a text and 

decryption of cipher text, this is left for future work) [6][7].  

b.  Applying three different or four different module 

representation to the same code give us the same result, but the 

benefit of applying four different modular representation to 

any code will be more secure in all cryptographic applications, 

since it will become more harder in decryption of the cipher 

text [8][9][10].     
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Conclusion 

1. In this work, we extend garner’s laws to four different 

moduli suitable to be more secure in          encrypt plain text 

codes and to decrypt a cipher text codes.  

  2. Ciphering a text by using four different module and 

deciphering will be more secure. 

 3. we recommend to other researchers to extend this subject to 

be more secure to five , six or  more different modulus's for the 

same purpose, but the subject need to further extension  of  

Garner’s laws, for example the modular  representation of the 

decimal number 19 maybe in  the following different  modular   

representations:                                                                   

    19 = (1 mod 2, 1 mod 3, 4 mod 5)                               

……………………….   format 1 

    19 = ( 1 mod 2 , 1 mod 3 , 4 mod 5 , 5 mod 7 )                      

………………..   format 2 

    19 = (1 mod 2, 1 mod 3, 4 mod 5, 5 mod 7, 1 mod 9)                  

……………   format 3 

    19 = ( 1 mod 2 , 1 mod 3 , 4 mod 5 , 5 mod 7 , 1 mod 9 , 8 

mod 11 )  ……….  format 4 

 

    Format 3 and 4 need for more extension for Garner’s laws 

therefore its recommended. 
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4. The choice of these formats are not random, In case of 

format 1, there are three different             module and 

residues; hence the number of permutations is 3! = 6. In case 

of format 2, there are four different module and residues; 

hence the number of permutations is 4! = 24. In case of        

format 3, there are five different module and residues; hence 

the number of permutations is 5! = 120. In case of format 6, 

there are six different moduli and residues; hence the number 

of          permutations is 6! = 720. In general it’s n! , this makes 

the problem harder to decipher the codes but this needs to 

build tables for each kind of permutation used to cipher plain 

text.    
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